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[bookmark: _GoBack]Q5 - School Name

	School Name

	Oklahoma city Community College

	University of Oklahoma

	Northeastern State University

	Univ. of Oklahoma Health Sciences Center

	Connors State College

	Carl Albert State College



Q6 - Email Address

	Email Address

	rgreggs@occc.edu

	abaillio@ou.edu

	reif01@nsuok.edu

	Randy-Moore@ouhsc.edu

	heath.hodges@connorsstate.edu

	jwellis@carlalbert.edu





Q1 - What are your top strategic priorities around Cyber Security on your campus? Select 2
[image: ]

	Answer
	%
	Count

	Raising the awareness and importance with Executives
	16.67%
	1

	Securing funding
	16.67%
	1

	Staffing resources
	33.33%
	2

	Building new skillsets around security for IT staff
	33.33%
	2

	Creating a security plan
	50.00%
	3

	Planning for compliance
	16.67%
	1

	Other
	33.33%
	2

	Total
	100%
	6



	Other

	Finding a platform for intel sharing among CoIT

	Implement an enterprisewide communications program that focuses on ensuring that employees are aware of established security policies, and are willing and able to comply with them.




Q2 - What topics would you like to see the CoIT-Security Committee discuss or address? Select 3
[image: ]

	Answer
	%
	Count

	Training and Awareness for faculty, staff, and students
	50.00%
	3

	Mobile device security
	33.33%
	2

	Network Security
	16.67%
	1

	Desktop Security
	0.00%
	0

	Training/skill development of IT Staff
	33.33%
	2

	Shared vulnerability scanning or pen testing
	50.00%
	3

	Incident Managment
	16.67%
	1

	Building a risk framework
	33.33%
	2

	Compliance Planning
	33.33%
	2

	Other
	0.00%
	0

	Total
	100%
	6




Other
Other


Q3 - What would you think would be the most effective offering? -Select 2
[image: ]

	Answer
	%
	Count

	Webinar Series (teaching/talking)
	16.67%
	1

	Facilitated open forum for technical teams with topics
	50.00%
	3

	Offering of risk assessments between schools
	33.33%
	2

	Vulnerability scanning between schools
	50.00%
	3

	&quot;Tiger Teams&quot; to work on technical issues
	16.67%
	1

	Marketing and Communications around awareness for campus
	16.67%
	1

	Other
	0.00%
	0

	Total
	100%
	6



Other


Q4 - What other ideas for topics or opportunities for sharing do you have?

	What other ideas for topics or opportunities for sharing do you have?

	sharing high level event/incident details and basic intel sharing
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